
Are you fully compliant with the data protection act?

According to a survey of European IT professionals, carried out by Ipswitch*, more than half of respondents  
(52 percent) stated that they’re not ready for the new General Data Protection Regulation (GDPR) and more than a 
third (35 percent) admitted that they didn’t know whether their IT policies and processes were up to scratch.

•	 The Information Commissioner’s Office (ICO) has the power to fine businesses and government bodies 
up to £500,000 for serious breaches of  the Data Protection Act. This includes the loss of unencrypted 
USB data storage drives that contains client data. 

•	 The European Union will soon have the power to fine companies €100 million or 5% of their annual 
turnover if they are found to be in breach of the new General Data Protection Regulation (GDPR). 
The forthcoming legislation compels anyone who holds data on EU Citizens to implement adequate 
security measures to protect data from loss or theft.

Is Your Data Secure?

•	 PIN Activated, Hardware Encrypted USB Flash Drives, Hard Drives & Solid State Drives
•	 ICO and GDPR Compliant Products
•	 Multi-Platform and Operating System Independent Solutions
•	 FIPS 140-2 Certified 
•	 Military Grade AES 256-bit Hardware Encryption
•	 No Software Required
•	 Dust & Water Resistant
•	 Brute Force Protection
•	 Independent User & Admin PINs
•	 Flash – 4GB to 32GB • SSD - 128GB to 1TB • HDD - 500GB to 2TB

PRO

Part Number Description

IS-FL-DA-256-4 datAshur 256-bit 4GB

IS-FL-DA-256-8 datAshur 256-bit 8GB

IS-FL-DA-256-16 datAshur 256-bit 16GB

IS-FL-DA-256-32 datAshur 256-bit 32GB

Part Number Description

IS-DP3-256-500F diskAshur Pro FIPS USB3 256-bit 500GB

IS-DP3-256-1000F diskAshur Pro FIPS USB3 256-bit 1TB

IS-DP3-256-1500F diskAshur Pro FIPS USB3 256-bit 1.5TB

IS-DP3-256-2000F diskAshur Pro FIPS USB3 256-bit 2TB

Contact your iStorage Account Manager 
on 020 8991-6260 to arrange for a 

Free 30 Day Evaluation 
or email evaluation@istorage-uk.com

Free 30 Day Evaluation

iStorage provide compliant solutions that are  
easy to use, multi-platform and ultra-secure.

* Source:  http://www.ipswitchft.com/blog/european-teams-woefully-underprepared-gdpr/ . October 2014
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Local & Central Government that have fallen foul of the ICO.
•	 The Information Commissioner’s Office (ICO) has served a £180,000 penalty on the Ministry of  

Justice. The penalty follows the loss of an unencrypted back-up hard drive at HMP Erlestoke prison in 
Wiltshire in May 2013. 
 

•	 Midlothian Council fined £140,000 by the Information Commissioner’s Office (ICO) after details of 
more than 1,000 school pupils were lost when an unencrypted USB stick was misplaced by a member 
of East Lothian Council. 

•	 Rochdale Metropolitan Borough Council has become the latest local authority to be named and 
shamed by the Information Commissioner’s Office (ICO) after breaching the Data Protection Act by 
losing the details of 18,000 residents on an unencrypted memory stick.
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